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Context
The Equifax data breach occurred between May and July 2017 at the American credit bureau Equifax. 
Private records of 147.9 million Americans along with 15.2 million British citizens and about 19,000 
Canadian citizens were compromised in the breach, making it one of the largest cybercrimes related 
to identity theft. 

Wired Magazine, “Equifax has no excuse”, September 2017

https://www.istockphoto.com/
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Patched Clones and Missed Patches among Variants of a Software Family
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This is the version of Kafka running at 
LinkedIn.
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Concrete Example



Concrete Example: 
Missed OpportunityBuggy code from upstream 

File from divergent fork at git_head 

Buggy line

Patched code from upstream (Pull request) 

Diff for patch in upstream 

Patched line

Buggy line

Hunk
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1 file  - Pull request

sekigon-gonnoc/qmk_firmware

qmk/qmk_firmware

gcc10 [...] build warning #12587

extraction_date 2021-07-20



Research Questions

1. RQ1: How many cases of effort duplication and missed opportunities exist between divergent 
variants? 

2. RQ2: How much patch technical lag exists between the source and target variants in divergent 
variants? 
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clone detection tool (PaReco)
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keywords {fix, fixes, resolves, …}

Search  PR Title

Extract files



Results 

apache/kafka (upstream) - linkedin/kafka (fork)

MO – Missed opportunity 
ED – Effort duplication 
SP – Both buggy and patched lines 
NI – Uninteresting 
CC – Unhandled programming language 
NE – Missing file in target 
EE – Error

RQ1: How many cases of effort duplication and missed opportunities exist between 
divergent variants?
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8,323 patches from 364 source variants
Precision Recall Accuracy F1-Score

91.0% 80.2% 88.0% 85.3%
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1,1161,008 101

NI

2,225 interesting patches

Results 
 

RQ1: How many cases of effort duplication and missed 
opportunities exist between divergent variants?
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Results 
 

52 weeks late

RQ2: How much patch technical lag exists between the source and target variants in divergent 
variants? 
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What do we learn from the results?

•

Variants on social coding platforms 
exhibit  suboptimal maintenance 

PaReco: Proof-of-Concept patch recommender 
tool
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